
851- П: 
Реализация требований 
Положения



Краткое сравнение требований 683-П 
и 851-П в части СКЗИ

Сфера применения Только кредитные организации РФ Кредитные организации РФ + филиалы иностранных банков

Состав защищаемой информации
Электронные сообщения, авторизационная информация, 

информация о БО, криптографические ключи

Дополнительно включена банковская тайна, содержащаяся в 

электронных сообщениях; информация о цифровом рубле

Требования к СКЗИ для УНЭП
Использование любой усиленной электронной подписи или СКЗИ с 

имитозащитой

С 01.10.2025: обязательно УНЭП с подтверждением соответствия 

требованиям ФСБ для средств ЭП и УЦ

Требования к СКЗИ для цифрового рубля Отсутствовали требования (цифровой рубль не был предусмотрен)
Для участников платформы цифрового рубля: СКЗИ с 

подтверждением соответствия ФСБ в мобильных приложениях

Принцип максимального уровня защиты при 

совмещении деятельности
Не конкретизировано

Явно закреплен принцип: при едином контуре безопасности 

применяется наивысший уровень защиты из всех видов 

деятельности



Реализация требований в части СКЗИ



Вариант реализации 1: ПЭП + СКЗИ



Вариант реализации 2: УНЭП



Вариант реализации 3: УКЭП
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